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Summary 
 

In the course of 2016 it became clear that there 

was a growing need for knowledge of 

blockchain. The Dutch Digital Delta blockchain 

expert group started work in June 2016 with 

particular emphasis on mapping the knowledge 

needed. As a result of this initiative, a Working 

Group was assembled and given the name 

Smart Contract/ Legal Programming Working 

Group. The remit of this working group was to 

answer the following questions: 

 

1. Establish which questions (and any 

gaps) could arise with respect to 

legislation and regulations that touch 

on the topic of smart contracts. 

2. Establish which knowledge will be 

needed in the future and identify who 

or which body could meet these 

knowledge needs in practice and when. 

 

The conclusion drawn from the various working 

group meetings and from literature studies was 

that, before a clear answer could be provided to the 

main questions, it would be necessary to define 

exactly what smart contracts are. And the main 

point here was that – as a consequence of smart 

contracts being in the form of computer code –

smart contracts are about operational semantics 

and/or operational agreements, rather than 

denotational semantics (e.g. under which laws, 

subject to general terms and conditions, etc.). It 

was concluded that smart contracts only have a 

legal manifestation in specific cases. Which law 

applies (in that case), depends on the nature of that 

legal manifestation. 

 

 

 

 

 

 

 

 

The working group ultimately reached the 

following conclusions: 

 

1. A blockchain smart contract is, in the first 

place, a deterministic computer program 

that is deployed and executed on a 

blockchain. 

2. A smart contract may have legal 

significance, but not necessarily so. 

3. Smart contract technology can be put in 

place in various legal domains (private 

law, administrative law, criminal law) and 

can therefore have various manifestations. 

4. Not every legal manifestation (statutory 

provision, obligation, etc.) lends itself to 

being converted into code. 

5. Where conversion into code is possible, it 

is advisable only to do this to execute the 

recognisable (plain language) 

manifestation. In administrative law and 

criminal law – where rights and duties are 

established - this would seem to be the 

appropriate way forward on the grounds 

of legal certainty, but it may also be 

required in private law e.g., to protect 

consumers. 

6. When the parties intend the code (itself) to 

create an obligation in a private law 

manifestation and possibly also to accept 

the outcome of the execution in advance, 

this intention should at least be laid down 

in writing (i.e. not in code, but in a formal 

language, for example). This agreement 

too could be registered on a blockchain. 

7. When designing a solution, one must 

already consider the actual and legal 

possibilities in advance in order to (a) link 

the automatic execution of the contract to 

pre-determined terms and conditions 

(such as permission of the parties or a 

third party) and (b) ‘nullify’ the execution 

(or its consequences) in retrospect (return 

to the former situation, compensation, 

damages, etc.). Attention must also be 

paid to the applicable law and the 

competent authority (mediator, arbitrator, 

court, etc.) in the event of a dispute.  



 

 

8. A clear distinction should always be made 

between permissioned and permissionless 
blockchains, since their governance 

models may be different. A permissioned 

blockchain can be protected by an access 
control layer. In contrast to a 

permissionless blockchain, not everyone 

can participate. Approval in advance is 

required. Furthermore, read and write 

access rights may differ for users, which 

also means that tasks and responsibilities 

can be divided up. In short, there is an 

organisation, frequently an alliance, 

behind a permissioned blockchain. 

9. Personal data may be incorporated into 

smart contracts. Personal data are data 

that are directly or indirectly traceable to a 

natural living person. Citizens have the 

right to have their personal data protected 

(under the Dutch Personal Data Protection 

Act and the General Data Protection 

Regulation). In the case of a permissioned 

blockchain, it is possible to arrange who is 

responsible for complying with the 

requirements of the Dutch Personal Data 

Protection Act. The arrangements are 

different in a permissionless blockchain. 

No one and everyone is in charge of a 

permissionless blockchain and 

agreements of that kind are much more 

difficult to make, due to the lack of 

restrictions on access and lack of control 

over governance. The possibility of 

protecting privacy in such situations will 

have to be investigated further.  

 

Evaluating the manifestations against the law 

results in the preliminary conclusion that major 

changes in laws and regulations would not appear 

necessary in order to deploy smart contracts in the 

legal order. 

 

 

 

 

 

 

Three key pillars, each with two sub-pillars, have 

been identified with regard to future knowledge 

requirements. The three key pillars in which 

knowledge building will have to take place are:  

 

1. Blockchain knowledge, with sub-groups 

on: 

a. general (technical) knowledge of 

blockchain  

b.  knowledge of new business 

models and industry models as a 

consequence of blockchain and 

smart contract implementations  

c.  how to deal with governance 

2. Software and IT knowledge, with sub-

groups on: 

a. programming languages, both 

those that already exist and new 

ones such as “Solidity”  

b. front end to back end interaction 

and integration, with reference to 

the various translations that will 

be made during compiling, 

implementations and the 

integration into current models 

and systems.  

3. Legal & Risk, with subgroups on: 

a. legal, both general blockchain-

related legal issues such as 

jurisdiction, privacy, et cetera and 

specialisations in various areas of 

the law, and risk & governance 

b. how to build a good governance 

and risk management structure 

into smart contracts and 

blockchain environments.  

 

Knowledge needs to be build up in two ways in the 

three pillars and sub-pillars. On the one hand, in 

specialisations in the various sub-areas identified, 

and on the other, a fast-growing need for cross-

expertise in these knowledge areas will result in 

people with multidisciplinary expertise: they will 

still specialise in a key pillar or sub-pillars, but they 

will also have thorough knowledge of one or more 

other pillars. 

 



 

 

The following recommendations for subsequent 

steps were defined on the basis of this initial 

exploration: 

 

1. A more precise exploration into legal 

issues that arise as a consequence of the 

use of smart contracts 

2. With respect to the need for expertise in 

the pillars and sub-pillars described 

above, an investigation should be 

conducted in conjunction with the 

identified bodies to identify which needs 

can already be met and which pillars 

require new modules.  

3. In addition, besides expanding in-depth 

knowledge of each pillar, work should be 

done on increasing cross-pillar expertise 

to develop multidisciplinary expertise. 

4. The designation of a clear central point of 

contact, not only for further development 

of legislation and regulations but also for 

monitoring and developing how 

knowledge requirements can be met. 

5. Research into the possibilities for 

standardising smart contracts with 

respect to three matters: pattern design, 

ontology and the standardisation of 

individual data elements. 

 

  



 

 

Structure of this 

report 
This report has been prepared for readers with a 

general interest, for people with a technical 

background and for people with a legal 

background. Information about the structure of the 

report has been added due to the fact that 

blockchain and, more specifically, smart contacts 

represent the overlapping of two worlds that were 

previously largely separate and because the 

working group sessions clearly concluded that an 

uniform vocabulary would be highly desirable. For 

clarification, when we refer to smart contracts in 

this report, unless otherwise specified, we mean 

smart contracts on a blockchain. 

 

We recommend that everyone reads the chapter on 

understanding and interpretation, given that, in 

practice, this was where the most confusion arose. 

Reading the piece about smart contracts is very 

highly recommended, even if you already know a lot 

about blockchain.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Readers with a legal background are referred to the 

piece that includes an in-depth discussion of legal 

matters: legal questions and gaps with regard to 

smart contracts. Here, smart contracts are 

explored and examined on the basis of various 

legal manifestations to see whether these could be 

encapsulated in a smart contract. For people with a 

more technical background and focus then, in 

particular, the signs that indicate that smart 

contracts may be more than code are essential 

reading in this chapter.  

 

The chapter on knowledge requirements is 

relevant for readers with both a legal and a 

technical background, mainly because it enables 

them to understand which additional knowledge 

should be acquired to deal with smart contracts 

responsibly. 
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